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Bestillingen

• hvordan teknologien fungerer, 

• hvordan den utfordrer vurderingsformene og 

• hvilke grep som kan gjøres for å håndtere dette









Hvordan kan man få skrevet en akademisk 
tekst?
• Samtale med ChatGPT, Bard, e.l.

• Be KI om å skrive oppgaven

• Legge til henvisninger med https://keenious.com/

• Quillbot: omskriving og plagiatkontroll

https://keenious.com/


“Overall, ChatGPT passed all four classes based 
on its final exam, averaging a C+ across all 
exams, an outcome which would earn credit 
toward the JD but place the student on 
academic probation.”



From the last ten years, select two actual cases involving major 
breaches of cybersecurity. Describe the causes of the breaches, 
their practical effects, and their legal implications. Then discuss 
the degree to which current and proposed EU legislation would 
provide effective remedies were similar cases to recur.

Equifax Data Breach (2017):

Cause: Equifax's website vulnerabilities were exploited by hackers, who gained access to sensitive personal information, including Social Security numbers, birth dates, and addresses of 147 million individuals.

Practical Effect: The massive breach of Equifax's customer data had significant consequences for affected individuals, including identity theft and fraud.

Legal Implication: Equifax agreed to pay up to $700 million in a settlement with the Federal Trade Commission (FTC), the Consumer Financial Protection Bureau (CFPB), and 50 U.S. states and territories. In addition, Equifax was 
required to implement new security measures and undergo third-party audits.

Marriott International Data Breach (2018):

Cause: Marriott International experienced a data breach that lasted four years, during which hackers gained access to the personal information of 500 million guests, including passport numbers and payment card information.

Practical Effect: The data breach caused serious harm to Marriott's customers, including the risk of identity theft and financial fraud.

Legal Implication: Marriott agreed to pay a $124 million settlement with the FTC and a $18.5 million settlement with multiple states. The company was also required to improve its data security practices and implement new 
security measures.

Would the NIS 2 Directive be able to prevent some of these cases?

• The NIS 2 Directive is aimed at improving cybersecurity in the EU and is intended to prevent incidents that could have a significant impact on the security of network and information systems. The Directive requires 
companies to implement appropriate technical and organizational measures to ensure the security of their networks and systems, to report significant incidents to national authorities, and to cooperate with these 
authorities in the event of an incident.

• By imposing these requirements, the NIS 2 Directive could help to reduce the risk of cyber attacks and prevent some cases of data breaches. For example, by requiring companies to implement appropriate security 
measures, the Directive could help to prevent vulnerabilities in systems from being exploited by hackers. Similarly, by requiring companies to report incidents and cooperate with national authorities, the Directive could 
help to minimize the impact of a breach and prevent similar incidents from happening in the future.

• However, no security measures can provide absolute protection against cyber attacks, and data breaches can still occur despite the implementation of security measures. The NIS 2 Directive is therefore just one part of a 
wider strategy for improving cybersecurity and protecting against data breaches.



What are the main differences between 
German and Norwegian law? ChatGPT

• The legal systems of Germany and Norway are both based on the principles of civil law, but there are 
some differences in their legal codes and the way they are applied.

• In Germany, the legal system is centralized, with the Federal Constitutional Court playing a key role in 
interpreting and enforcing the law. In contrast, Norway has a decentralized legal system with a strong 
tradition of local control, including the ability of local courts to interpret the law in certain cases.

• Another difference is that Germany has a strong tradition of codified law, with a written constitution and 
detailed statutory law, whereas Norway has a more flexible system based on written law as well as 
customary and unwritten law.

• In terms of substantive law, there are also differences between the two countries in areas such as labor 
law, contract law, and criminal law. For example, Germany has a more regulated labor market, while 
Norway has a more flexible system that emphasizes worker protection.

• Overall, while both countries share many legal principles, there are significant differences in the way their 
legal systems are structured and in the substance of their laws.



Når kommer GPT-4?



Mulige grep

• Avanserte oppgaver? (se rettshistorie h2021)

• Sjekke kilder? (men merk Keenious)

• Tett oppfølging av sensorkorpset

• Ikke 6-timers hjemmeeksamen uten krav til kildehenvisninger?

• Oppdatere krav til redelighet?

• Plagiatkontroll (men merk Quillbot)?

• Muntlig eksamen eller Silurveien?



Link to UCL AI 
education and 
assessment staff 
briefing

https://www.ucl.ac.uk/teaching-learning/assessment-resources/ai-education-and-assessment-staff-briefing-1


What is the meaning of life?

• Check out this ShareGPT conversation

• https://shareg.pt/oPt72P3

https://sharegpt.com/c/oPt72P3
https://shareg.pt/oPt72P3




Link to interview 
with bot in New 
York Times

https://www.nytimes.com/2023/02/16/technology/bing-chatbot-transcript.html

